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The challenge to the joint mission only increases in the multi-domain operations arena. Identity if not 

harnessed as a cyber power can become stagnant and dull. Rather than become an digital lethargy, if 

properly harnessed, the cyber power of identity can provide the digital sharp end of the spear for the 

joint force through integration to cyber threat response and insider threat mitigation. 

When the cyber power of identity is employed for risk reduction and mission agility via rapid governed 

attribute injection for digital system access (or denial), identity empowers the joint force for mission 

success. In employing identity, the joint force uses components of both identity authentication and 

enforcement providers and identity attribute access providers using APIs for effective cyber protection 

and responses. 

Specifically, this session will enable for integration strategies of real-time threat enforcement with 

insider risk mitigation in a single identity cyber power that is focused on the success of the joint mission. 

Attendees of this session will learn and apply new capabilities including: 

• Learn the means to apply identity to impact cyber identity enforcement and insider threat mitigation 

• Develop strategies of integration patterns for identity providers and governed attribute providers 

• Witness demonstration of integration of existing working identity provider services and governed 

attribute providers to rapidly mitigate cyber and insider threat risks. 


